Risk Mitigation: Fixing a Project Before It Is Broken

A comprehensive assessment of unforeseen risks in the project lifecycle can prevent costly breakdowns at the testing stage.

Executive Summary

Many IT projects have a reputation for exceeding budgets, missing deadlines, failing to realize expectations and/or delivering sub-par return on investment. Surveys and reports on the acceptability of new IT systems reinforce the same problems and probable causes of failure; yet businesses, large and small, continually make mistakes when attempting to improve information systems, particularly investing in inappropriate or unworkable changes without proper consideration of the likely risks.

Planning projects, establishing requirements for change, selecting, implementing and testing suitable systems are important components of a superior business management process. Companies, however, often do not take adequate precautions during the project lifecycle to minimize failures at the testing stage. Consider the following:

- Our assessment of 134 publicly traded companies reveals that over half admitted to suffering a failed IT project in the past 12 months due to issues encountered during the testing stage. Such failures come at an extremely high cost.
- According to the Royal Academy of Engineering and the British Computer Society, £3.5 billion are wasted every year on badly managed IT system deployments, only discovered during the testing stage.\(^1\)
- Only about 16% of overall IT projects can be considered successful; even conservative estimates put the costs of failure into the £20 billion range across the European Union (EU), in IT software development projects.\(^2\)

As seen in Figure 1 (next page), the peak expenditure of both time and money on IT support and development occurs at the testing stage. The costs of failure are not limited to the narrow considerations of budget and schedule. Companies do not pay adequate attention to conducting a proactive risk assessment of all projects during their entire lifecycle in an effort to mitigate and minimize the risk of failure at the testing stage.

Identifying and analyzing potential risks of failure during the project lifecycle is fundamental to avoiding issues at the testing stage, as well as massive rework. To do this, it is vital to set up an early-stage diagnosis. This approach includes analyzing projects throughout the entire lifecycle, from the requirements gathering stage through verification, when all potential variables and intermediate process steps are weighed in terms of risk. Taking this approach can help IT organizations understand and minimize the potential impact on testing activities.
In this whitepaper, we spell out our rigorous process for identifying and avoiding project issues that undermine many applications development projects. It also offers proven ways for organizations to minimize development delays and costs, while building systems that deliver exceptional business benefits.

Test Risk Assessment Process

Cognizant Business Consulting developed a structured, proprietary process called the Test Risk Assessment for Project Improvement (TeRAPI), with the main objective of identifying and minimizing risks that can occur at the testing stage across the entire product lifecycle.

The process consists of three main phases:

1. Measure the business criticality.
2. Profile the risk level of projects.
3. Design a risk mitigation plan.

The purpose of measuring business criticality is to determine the importance of each business function. After all the business processes are evaluated to determine their criticality to the project, business functions can be prioritized to determine which ones require a contingency plan and which can be ignored and eliminated.

Each function, system, interface and third party can and should receive a risk rating. Probabilities are assigned to each failure that can occur for each of these items. This means that an order function (risk rating = 5) could be impaired because of a business partner failure (probability of 60%) or could fail due to a system failure (probability of 20%). The same function would have a different criticality/probability score (see below), based on the fact that two different failures could hit that business function.

The business criticality evaluation process is strictly related to the risk management process and is useful for any project stakeholder, at any project stage.

Measuring Business Criticality

To be successful, any test risk assessment has to concentrate on the local identifiable issues related to the business. During the test risk assessment process, risks to business functions will be identified and evaluated. The vulnerability of the business to these risks will be rated.

Main actions to perform in a test risk assessment include:

- Alignment of testing with business requirements.
- Test strategy and test environment preparation.
- Test resourcing.
- Test environment.
- Test execution.
- Production readiness preparation.

Figure 1
Each of these business functions represents a dimension to be analyzed in setting up a risk management process.

**Profiling Risk Level of Projects**

After having defined main dimensions and sub-dimensions as a core part of the TeRAPI methodology, each project must be assessed to weigh the risk associated with each sub-dimension in each stage of the project lifecycle.

A business criticality score is determined based on the business purpose of the project. The result is a business risk index (BRI), which offers a composite view and comparison of risks based on the business criticality of the projects that require immediate management attention, as well as the priorities of these projects.

All dimensions are quantitatively determined, from business requirements alignment, to test result analysis and mitigation plan design – and a qualitative index is assigned. Frequency of risk across each action step must be determined and graphed.

For each dimension and its specific sub-dimensions, a qualitative measure of risk importance needs to be identified and quantified. This must be done across all projects where TeRAPI is applied.

This data is placed in a qualitative table that summarizes all quantified risk-level results for each assessed project in an effective way and in relation to each dimension and relative sub-dimensions (see Figure 2).

The TeRAPI risk assessment identifies two types of risks for testing:

- **High-level risks**: Risks that are likely to impact the schedule or the quality of the deliverable. The root causes for these risks need to be identified and addressed through initiatives at the higher level.

- **Medium-level risks**: Risks that can be addressed by the testing team with minimal impact on schedule or quality. These risks can be addressed by project managers through tactical initiatives.

Once the test risk assessment is completed, the next step is to analyze and present the results so that executive management can get the most use from the data. Data analysis will be the foundation for planning actions to mitigate risk impact and provide recommendations.

The recovery strategies that need to be developed should be based on the findings of the risk assessment survey and interviews, as well as the business impact analysis.

**Designing the Risk Mitigation Plan**

Each TeRAPI dimension must be developed and risk causes determined and analyzed to create
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a mitigation plan that addresses them. The mitigation plan, or risk response plan, provides options to reduce the likelihood that identified risks will occur.

Options and actions are developed in a mitigation plan to enhance project opportunities and reduce threats to project objectives to “below an acceptable threshold.”

Typically, every testing team maintains a mitigation plan, which consists of an Excel file containing different columns, including risk description, date, category, impact areas, root cause, priority, contingency, action plan, mitigation action plan, risk status and risk close date.

Each mitigation action is related to the corresponding identified risk. Each action must be planned and time-lined in order to track it and update the probability that the corresponding risk will occur.

The mitigation plan is managed by a supervisor team belonging to the testing organization and responsible for developing mitigation actions that will address all identified risks. To facilitate workload assignments, various workstreams can be created and assigned to different execution teams.

If ranked risks are not mitigated properly, they will occur at certain points in time during testing activities. In that case, the risks become issues, and the supervisor team is responsible for identifying viable countermeasures and action plans to resolve them.

TeRAPI Process Implementation: Business Case

A continuous risk management process is a necessary part of any approach to software security. In particular, at the testing stage, the primary objective is to improve the understanding of the major risks, in order to ensure stable and reliable testing. The TeRAPI approach can help test managers increase confidence in the tests of security function behaviors.

Risk assessment is widely applied in all market industries and large organizations, but it is particularly important in banking and financial services. “Run-the-bank” projects implement a well-structured risk assessment process in order to manage all approved change requests by minimizing the risks during code testing. This process is set up at the scope identification stage.

The supervisor team, which includes the sponsor, project manager, solution lead engineer, requirements engineer and test manager, is responsible for gathering the requests coming from the business and setting up an implementation plan in order to get them deployed according to the project plan. During the evaluation of the project scope, the team sets up a risk plan to evaluate potential constraints during solution implementation that would potentially occur during the requirements definition, solution development and code testing stages.

For a tier one financial institution in Europe, two run-the-bank projects are considered, one without a risk management application, and the other with the TeRAPI application (see Figures 3 and 4). The project scope is to implement several change requests (CRs) for online private banking services. Both projects have a similar normalized initial budget estimated at CHF 400,000.

The implementation of a structured risk assessment process, based on TeRAPI principles, has produced a cost savings of 19%, or around CHF 76,000, and reduced identified defects from 17 to 10 (about 60% less).

### Before and After TeRAPI

<table>
<thead>
<tr>
<th>Project 1</th>
<th>% Difference</th>
</tr>
</thead>
<tbody>
<tr>
<td>Initial budget</td>
<td>CHF 400,000</td>
</tr>
<tr>
<td>Number of defects at testing stage</td>
<td>17</td>
</tr>
<tr>
<td>Additional budget allocation to fix testing bugs</td>
<td>CHF 55,000</td>
</tr>
<tr>
<td>Cost savings</td>
<td>-CHF 55,000</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>Project 2</th>
<th>% Difference</th>
</tr>
</thead>
<tbody>
<tr>
<td>Initial budget</td>
<td>CHF 400,000</td>
</tr>
<tr>
<td>Number of defects at testing stage</td>
<td>10</td>
</tr>
<tr>
<td>Additional budget allocation to fix testing bugs</td>
<td>CHF 0</td>
</tr>
<tr>
<td>Cost savings</td>
<td>CHF 20,000</td>
</tr>
</tbody>
</table>

**Figure 3**
Project 1 has managed about 12 CRs without a risk management plan. It experienced 17 issues at the unit test stage, mainly related to not meeting requirements in code development. This resulted in a large amount of rework and the need for additional resources to cope with unexpected issues, increasing the project budget to CHF 55,000.

In Project 2, the sponsor decided to use TeRAPI principles in an effort to reduce project expenditures, particularly during the testing stage. The supervisor team was established, and risks were identified. At the beginning, the risk was very large, with 50 identified risks. For each risk, a set of mitigation actions were established, with a proper due date and responsibility assigned to members of the team.

Prior to unit testing, the number of unaddressed risks was reduced to 10. During testing for the first release of the year, the number of issues to be addressed dropped by 60%, producing savings of CHF 20,000 compared with Project 1. The net savings obtained by Project 2 was about CHF 75,000.

All identified risks were properly weighted to define risk relevance. The impact on the project implementation strategy, schedule, functionality, costs and quality were weighed, and each value concurred to define the risk probability.
The higher ranked risks were shown in a context that summarized all major risk properties, such as the probability to occur, risk type and category. Each risk was given a set of mitigation actions, with a relative supervisor team member assigned as risk owner and responsible for putting into practice all identified mitigation actions and tracking risk addressing. A risk assessment statement form (see Figure 6) collects all information concerning identified risk and is the kernel source for the final report.

**TeRAPI Final Report**

The risk landscape and mitigation plan will show a clear overview of risks, root causes and action agenda to resolve all challenges. The findings from TeRAPI will form the basis for the final report. A risk assessment outcome is the starting point for building the TeRAPI final report. The risk landscape shows the status of major risks to be tracked and reviewed periodically, trends across different reviews and the main categories to which the risks belong.

The final report will take the following into consideration:

- Previous disruption history.
- Risks and vulnerabilities.
- Preventative measures.
- Test risk assessment.
- Mitigation plan.

The risk assessment process is an essential activity of continuity planning, in particular during the testing phase. Catching errors prior to testing the developed solution helps save time, money and effort and will result in cleaner, better performing and more business-aligned code.

The TeRAPI process can enable agile and effective IT systems to support a more effective business. The purpose of the TeRAPI methodology during software testing is to identify high-risk applications that must be tested more thoroughly, as well as identifying error-prone components within specific applications that must be tested.
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more rigorously. The results of the analysis can be used to determine the testing objectives for the application during test planning.

**Conclusion**
Companies have always had to prioritize their testing efforts, but figuring out how to do it properly — with the right approach and methodology — has not always been clear. To compete, enterprises must reduce testing costs as low as possible without sacrificing application quality or delaying critical application launch time.

TeRAPI can help in this regard. It is backed by statistical techniques and proven best practices gleaned from many years of experience with testing code of enterprises worldwide. Our approach ensures the appropriate amount of input from business and technical experts, as well as the proper level of detail in prioritizing risks, at each stage of the project lifecycle.

In order to implement this assessment process effectively, we estimate a team of three or four experts is needed to implement the process and prepare it for practical application for all involved projects.

Our TeRAPI methodology is an effective way of minimizing risks during the testing stage, with the objective of minimizing delays and costs, and ensuring the highest business benefits. This approach provides companies with a consistent, business-based methodology for determining the level of risk present at the testing stage and how to mitigate it in order to deliver business value and the highest possible customer satisfaction.
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